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In recent years, the manufacturing industry has experienced a

barrage of media coverage declaring the beginning of the fourth
industrial revolution — or Industry 4.0, as it has become known. oAy

\splte the mass media coverage on the rise of the so-called : Lk

smart factory and a wider uptake of industrial automation, the '

ufac:turlng industry has stayed relatively committed to wired
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Wlh corporate and conf|dent|a| data flymg freely between the
. network and its connected devices, it is un rising that wireless
s @® isseen as. the less secure option. Unlike the*safety of wired 1§

— " _ infrastructure; a wireless'connection expands the |vulnerable ta get =
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There are valid arguments on both sides of the wireless vs wired

ebate. There is no denying that wireless networks are becoming

e popular and advanced, but equally, they are a long way away

becoming the industry standard. For the manufacturing
?here is far too much legacy infrastructure in place to

ip out wired networks and replace them with a wireless set

ly, this would not be a sensible option. So, could a

on of the two be the answer?

both wired and wireless connectivity means that
p experience the advantages of both. Some
undoubtedly better off when connected to a wired
tory equipment for example — which could cause
y when internet connection fails — is much safer
en connected to a wired infrastructure. On
ementation of BYOD policies and lloT relies
eless internet. Similarly, businesses cannot
Ie workers just by using a wired connec-
management, this combination may
mare. However, that does not have to
hnology are already developing ways to
giant, Cisco, has already unveiled its
reating a combination platform whic
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